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1: Our Mission Statement 
 
‘Working Together to Achieve’ 
W – Welcoming    H – Healthy   S - Successful 
 
Our Aims (Outcomes) 

At High Street we aim for all children to: 
· Feel happy and develop confidence
· Aspire to reach their full potential
· To become independent thinkers and lifelong learners  
· Respect differences in others  
· Value themselves and celebrate the achievements of all 
· Take responsibility for themselves, the community and the wider world 
 
Objectives 
The objectives of our school are: 
1.  To educate each child through a broad, balanced and creative curriculum. 
3. To ensure the wellbeing, safety and inclusion of all individuals 
4. To promote a positive physical environment to enhance the curriculum  
5. To maintain professional communication between all stakeholders  
6. To encourage high expectations which value enterprise and effort  
7. To prepare children for an interdependent and globalised world 
 
Inclusion Statement 
Our school aims to be an inclusive school. This means that equality of opportunity must be a reality for our children. We make this a reality through the attention we pay to the different groups of children within our school: 
· Girls and boys; 
· Ethnic and faith groups; 
· Children who need support to learn English as an additional language; 
· Children with special educational needs; 
· Gifted and talented children; 
· Any children who are at risk of disaffection or exclusion. 
 
 
David Stott

Chair of Governors 
Winsford High Street Community Primary School
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Social Media Policy

Aims of this Policy 
This policy recognises the new technologies that are becoming an integral part of everyday life in making an important contribution to teaching and learning opportunities. However, the rapid evolution of social networking technologies requires a robust policy framework and the aims of this policy are to:

· Assist staff working with children to work safely and responsibly with the internet and other communication technology. 
· Set clear expectations of behaviour and/or codes of practice relevant to social networking for an educational use

· Give a clear message that unlawful or unsafe behaviour is unacceptable and that, where appropriate, disciplinary action or legal action will be taken

· Support safer working practice

· Minimise the risks of misplaced or malicious allegations made against adults who work with pupils

· Prevent adults misusing or abusing their positions of trust

Overview

Social networking and social media are communication tools based on website or networks which allow you to share information or other materials about yourself and your interests with groups of other people. 

These groups of people could include:

· People who are known 

· People who you don’t know but who share common interests 

· Anyone who could find you through search engines 

Principles 

Principles that underpin this policy are:

· Adults who work with pupils are responsible for their own actions and behaviour and must avoid any conduct that would lead to any reasonable person to question their motivation and intentions 
· Adults in the school must be seen to work, in an open and transparent way

· Adults in the school must continually monitor and review their own practice in terms of the continually evolving world of social networking and ensure that they consistently follow the guidance contained in this policy

Related Policies
This policy should be read in conjunction with the following school policies:

· Data Protection Policy

· E-Safety and Acceptable Use Policy 

· Photographic and Video Policy

· Safeguarding Policy

Why do we need this policy?
There have been numerous examples of people posting things on social media that they have later regretted, because the information has harmed or put at risk themselves or others. This includes:

· Accidently posting personal or embarrassing information about themselves or others in the public forum or beyond the group that the information was originally intended for.
· Sharing information about yourself or others with people you don’t know that could be used by someone to commit fraud or misrepresented the views of yourself of others.
· Breaching privacy or child protection laws and regulations or workplace policies by posting information about your work, or the children and adults you work with.
· You or others receiving negative publicity, harassment, inappropriate contact or threats as a result of your views, beliefs or comments 
Why do we use Social Media at High Street?

1. To display the school details.

2. To enhance and maintain communication with parents and carers.

3. To promote events and community cohesion.

4. Flash announcements i.e. swimming today don’t forget your kit! School is closed today!

5. Reminders of social events in school (Bingo, school disco, summer fair).

6. To share good practice.

General guidelines

As an employee, you must take the following into consideration when using social media:

1. Know and follow Cheshire West and Chester’s Employee Code of Conduct. 

2. Understand your responsibilities identified in the social media and online participation principles and policy. 

3. Don’t forget your day job. You must ensure that your online activities do not interfere with your job, your colleagues or commitments to customers. 

4. Cheshire West and Chester’s employees are personally responsible for the content they publish on blogs, wikis or any other form of user-generated media. Be mindful that what you publish will be public for a long time—protect your privacy. 

5. If you publish content to any website outside of Cheshire West and Chester’s Council and it has something to do with work you do or services associated with Cheshire West and Chester’s Council, use a disclaimer such as this: “The views expressed here are my own and don’t necessarily represent the views of the council.” 

6. Respect copyright, fair use and financial disclosure laws. 

7. Ask and seek permission to publish or report on conversations that are meant to be private or internal to Cheshire West and Chester’s Council. Don’t cite or reference customers, partners or suppliers without their approval. When you do make a reference, where possible link back to the source. 

8. Respect your audience. Don’t use ethnic slurs, personal insults, obscenity, or engage in any conduct that would not be acceptable in the workplace. You should also show proper consideration for others’ privacy and for topics that may be considered objectionable or inflammatory—such as politics and religion. 

9. Be aware of your association with Cheshire West and Chester in online spaces. If you identify yourself as a Cheshire West and Chester employee, ensure your profile and related content is consistent with how you wish to present yourself with colleagues and customers. 

10. Don’t pick fights, be the first to correct your own mistakes, and don’t alter previous posts without indicating that you have done so. 

Safer Social Networking Practice

Staff must not:

· Make comments on behalf of the school or represent views of the school unless they have been given explicit permission to do so by the Head Teacher. 

· Never “friend” or follow a pupil of the school on their own social networking page and should seek advice from the Head Teacher on becoming friends or following ex-pupils.

· Never post confidential information about themselves, the school, the governing body, pupils, or the local authority.

· Make allegations on social media (even in their own time and in their own homes) about employees, pupils or other individuals connected with the school. They should act in order with the Complaints Policy or the Whistle-Blowing Policy.

· Messages about pupils should not take place on social media and should take place in-line with the agreed protocol outlined in the acceptable use policy.
Staff should:

· Ensure those who are new to the school setting should review their social networking sites when they join the school and ensure that information made available about them is accurate and appropriate. 

· In their own interests, be made aware of the dangers in putting their personal information onto social networking such as phone numbers, addresses, home or mobiles numbers. This will avoid potential for pupils or their families to have access to staff outside the school environment.
· Keep their personal phone numbers, work logins, passwords and personal email addressed private and secure. Where there is a need to contact parents, the school email address should be used or the school telephone or mobile.

· Ensure that all communications are transparent and open to scrutiny. They should also be circumspect in their communication to pupils in order to prevent any allegations being made.
· Ensure that any social contacts between pupils and staff, where for example the parent and member of staff are a part of the same social circle, are openly acknowledged with the Head Teacher.

Posting on Behalf of the School

Staff are not permitted to post on the behalf of the school using their own social media pages without specific permission from the Head Teacher.
Social Media Best Practises  

Staff must understand who is allowed to view the content on the pages of any sites they use and how to restrict certain groups of people.

· On Facebook, they should understand whether the posts they make are made Public (able to be viewed by anyone), Visible to Friends (which means only people who are friends can see them), or visible to Friends of Friends, which could be many hundreds or even thousands of people. 

· On X and Instagram, posts are, unless direct messages, made visible to everyone
· Those unsure who can see post on the pages, should take the view that information is publicly available to all and could be found by searching on internet. 

Strategies

1. The Head Teacher will be the administrator of the pages and be responsible for setting up and updating the pages. Other key members of the staff will also be able to update them, with agreed information.
2. The pages will be set up as a business so that the individual updating it cannot be identified.

3. The pages will be monitored daily and updated weekly by the administrator.
4. Under no circumstances will pictures or videos of children be used on the pages, unless permission has been sought from the parents in line with data protection policy and photographic and video policy.
5. All children known to be under the age of 13 will be blocked from the pages.

6. Termly assemblies will be delivered to the school children discussing social networking safety and our school X page and Facebook page. E-safety also forms part of the computing and PSHE curriculum. 
7. Any inappropriate content will be deleted, and the users removed, blocked and reported to Twitter or Facebook. Incidents of a more serious nature will be passed onto the appropriate authorities. 
8. A letter/e-mail will be sent out to parents/carers promoting the pages and outlining the administrator rules.

9. Links to our Instagram, X and Facebook feed appear on the school newsletter and will appear on the school website.

10. When sharing posts on Instagram, X and Facebook, they should not be opinions, but just factual and local e.g. activities organised by the local library over the holidays.

Outcomes

The Instagram, X and Facebook page will be a positive tool that promotes community cohesion and strengthen communication between Winsford High Street and its client group. The success of the Winsford High Street Twitter and Facebook profile will be reviewed initially each term and then annually. 

Adopted: June 2016

Reviewed: October 2024
David Stott 
Chair of Governors


